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Marlene H. Dortch, Office ofthe Secretary
Federal Communications Commission
ATIN: Enforcement Bureau - Telecommunications Consumers Division
445 12th Street, SW
Washington, DC 20554

Dear Secretary Dortch,

Reserve Telephone Company, Inc. (RTC), NAL Acct. No. 200932170711, and Reserve Long
Distance Company, Inc. (RLD), NAL Acct. No. 200932170710, are in receipt of the Notice of
Apparent Liability for Forfeiture dated February 24, 2009.

RTC and RLD both inadvertently failed to file their armual CPNI compliance certifications for
2007. The filings have since been uploaded to the ECFS as of March 18, 2009. Protecting
Consumers Proprietary Information is of utmost importance to Reserve Telephone and Reserve
Long Distance and missing the compliance filing deadline was in no way willful or intentional.

Historically, neither company uses CPNI for any internal marketing efforts and certainly has
never distributed CPNI tP any outside third parties. Management does maintain a file of any
CPNI violations whether internal or through customer complaints. To date there has been none.
The companies filed CPNI certifications for 2008 and have enclosed copies of the 2006
certifications maintained internally.

We have enclosed with this letter the 2007 missed filings for Reserve Telephone and Reserve
Long Distance. Also enclosed is a copy of the CPNI Manual both companies use. Please accept
this letter and these enclosures as our apology for the missed filings as well as evidence of overall
CPNI compliance.

cott Small
Director ofOperations

Enclosures
Cc: Marcy Greene, Deputy Chief, Telecommunications Consumers Division, Enforcement Bureau, FCC

No. 01 Copies rec'd a cf- I
UslABCDE
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ECFS Comment Submission: CONFIRMATION Page 1 of 1

The FCC Acknowledges Receipt of Comments From •..
Reserve Telephone Company
...and Thank You for Your Comments

InItiate. SubmISSIon ISearch ECFS IReturn to BCFS Home Page

Your Confirmation Number is: '2009316678529 '

Date Received: Mar 162009
Docket: 06-36

Number of Files Transmitted: 1

I DISCLOSURE I
This confirmation verifics that ECFS has received and
accepted your filing. However, your filing will be rejccted
by ECFS if it contains macros, passwords, redlining, read-
only formatting, a virus or automated links to source
documents that is not included with your filing.
Filers are encouraged to retrieve and view their filing
within 24 hours of receipt of this confirmation. For any
problems contact the Help Desk at 202-418-0193.

. . . .

FCC Home Page Commissioners Finding Info

updated 12111103

http://fjallfoss.fcc.gov/cgi-binlwebsqI1prodlecfs/upload_v2.hts 3/16/2009
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Received &Inspected

\'\f:>.R '\ 9 1.009

fCC Nlai\ \\OOm

March IS, 2009

Reserve Telephone Company
P. O. Drawer T
203 West Fourth Street
Reserve, LA 700S4·0519

:1

Marlene H. Dortch, Office of the Secretary
Federal Communications Commission
445 12lh Street, SW Suite TW·A325

. Washington, DC 20554

RE: EB Docket No. 06-36

Via: ECFS

BeaCDn~
Telecommunications Advisors

880t South Y,I/eAv,n~ SUl7_150

ruJ~. Okln~ 74137

Ti:ephons 918.496. U44

IVlVlv.belconbrlght.com

Dear Secretary Dortcl!:

Pursuant to 47 C. F.R. § 64.2009(e); please find the accompanying lmnual CPNI
certificlltion and state~cnt for calendar year 2007 for Reserve Telephone Company forJll
499 filer ill number S:07054; FRN 0001 71470S.

TIlis 2007 filing is made at this time to cure an inadvertent omission brought to our
altcntion in NAL dated Febmary 24,2009 by Enforcement Bureau Chief, Kris Anne
Monteith, The NAL account number for Reserve Telephone Company is 200932170711 ;
the BB file number is 'EB-OS-TC-5220

Should you have any questions regarding this filing, please direct them to the
undersigned. :

Best Regards,

~~
Keith Gile
Consultant

Cc:
Byron McCoy, TelecOJ,l1lllllllicatiolls ConsLUller Division, Enforcement Bureau via email:
byroll.mccoY@fco.gov:

Best Copy Printing viii: email: fcc@bcpiweb.colU

=_a••,aila:SI'.'



Annual 47 C. F. R. § 64;2009(e) CPNI Certification

E BDocket 06-36

Annu&164.2009(e) CPNI Certification for 2007

Date Filed: 0311812009

Name ofcompany covered by this certification: Reserve Telephone Company

Form 499 Filer lD: 807054

Name of signatory: Darcey Delatte

TiUe ofSignatory: Controller

Received &Inspected

MAR 19 Z009

FCC Mail Room

I, Darcey Dela«e, certifY that I am an officer ofthe company named above, and acticg as an agenl ofthe
company, that I have personallrnowledge that the company he established operating procedures that are adequate to
ensure compliance with the Commis.ion's CPNI rules. S.e 47 C. F. R. § 64.2001 el seq.

. Attached to thil certification is an Dccompanying statement explaining how the company'. procedures
ensure that the company is iri'comptiance with the requirements set forth in scctions 64.2001 el seq. ofthe
Commission's roles.

The company has nol taken any actioOl (proceedings instituted or petitions flied by a company at either
state commissions, the coW1 ~tem. or nt the Commission againsl data broke,") against data broke," in the past
y.....

The company has not received any customer complaints in the past year concerning the unauthorized release of
CPNI.

Signcd~ CDe R41te.

_.'Wiii.aBdUU_d2 '.114 a



Reserve Telephone Company (The Company)
STATEMENT OF COMPLIANCE WITH CPNI
47 U.S.C. §222, and 47 C.F.R. § 64.2001- 64.2011

ED Docket No. 06-36

Received &Inspected

\'\~R '\ 91009
FCC Mail Room

The Company hIS established operating procedure. that en'urc compliance with Federal Communication
Commission regulations regardiDg the protectioD of cu,lomer prDprietary network information ("CPNI''). The
CDmpany maiDtains a CPNl policy maDual thlt covers in detlil the material SUlIII1lIrizcd below.

CPNIUse

• The Company does not usc or disclose CPNI without enslomerconsent, except IS permitted by 47 U.s.C. § 222
or 47 C.F.R. § 64.2005.

• The Company may usc CPNI wilhout eustomcr conscDI to markel eommunicltions-rellted ,ervice, within thDse
categories of liiervice to which a customer already mbli:cribes.

• The Company may usc CPNI to market other communications·rclalcd services only after providing eAch
cuslomer with an Dpl-out notice via regular mail.

o Customers mlY "opt out" ofthe usc ofCPNl described in the opt-oul notice II any lime via loll free
number, email, regular mail, or business office visit

o The Company waits 33 dlys before assuming thola customer has consented 10 the use ofCPNI
descneed in the opt-oul noliee, provided thlt the euslomer hIS not already "Dpted out" ofsuch usc.

o The Company recorda each customer's optooQut preference in the CompanY'i Qutomated. infolJJlQtion
system, 11IDwing the euslomer's opt.out CDlUenl status to be detennined prior to use of CPNI.

o The opt-oUI notice is refreshed evCt)! two years.
o The Company provides written notice to the FCC. within five business days. ofany instance where

opt-out procedures do not work properly and to such I degree that the customer's inabIlity 10 opl-out is
more than an anomaly.

Q The Company requires supervisory review to ensure that any proposed USei ofCPNI arc covered by
existing notices.

• The Company does not use or permit third parties to access CPNl for marketing purposes. A. such, the
Company generally docs not seek opt-in consent from its customers.

• During customer-initiated telephone calls or business office visits, and following successful authentication, a
customer mlY be uked to provide one time Dpt-in consent to Illow the Company to use CPNl for marketing
purposes during thlt call or visit.

• The Company requires slles personnel 10 obtain supelVi.ory approval ofall requests to use CPNl for outbound
morketiog, and maintains records ofcompliance for at l...t on. year.

Authentication o/CustomerIdentity

• The Company uses the procedures specified in 47 C.F.R. § 64.2010 to luthenticate I cuslomer'. identity before
sharing any CPNl with thlt customer.

• For in-person requests, the Company requires the customer 10 present I vllid, govemment-i.sued photo ro.
• For telephDne reque.ls, the Company requires the customer to provide I possword that is not prompted by a

request for readily available biographical infonnation, or ICCOunt information. The company alSD uses a "hint"
qUC3tion aDd answer IS • back..up means ofauthentication for each customer, which does not prompt the
customer fDr readily IVlilable biographical informatiDn or account informltion.

• If the Company cannot IUlhenticate the enslomer, the Company will release CPNl only by sending it 10 the
eustomer's address ofrecord. provided that It hIS been in effect for It IelSt 30 days.

Training andDisciplinary Measures

• The Company has implemented internal procedures 10 educate and train new employees about proper and
improper use ofCPNl and the disclosure ofCPNI.

I'&i'.'bil& Ii &i&iUHtiC4iZZ; IIli .M' Ii I Ii
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•
•

The Company hIS designlted CPNl Complllllce oflicer{s) that IIIC responsible for the active monitoring,
management and training of aU employees with acce5S to CPNl- including but not limited to customer service
representatives.
Employees arc initruetcd to report each potential CPNI violation or blUch to sup.rviso.... and th.Compllly has
a process for documenting and Investigating each potential violation or breach.
The Company has established di,ciplinary pro.edures for any .mploy•• that wrongfillly accesse'. uses, or
discloses CPNI. which explicitly ,lat. that.mployees can b.terminated for wlure to follow the ComplllY's
CPNI policies and comply with the Commission's CPNI rul...

RestrictedA.ccess to Records and Facilities

a The Company's aulom,ted information system, which contains the CPNI of the ComplllY's cuslom.IS. is
password-proteclcd.

o Employees with access arc required 10 lock their tenninalli before leaving their workstation unattended.
o Superviso...~ required to monitor .mployees for compliance with III oyslcm secnrity measures.

a All physical flcilities coptaining CPNI III'C secured, with restricted physicil acceil.

Management ofPotential CPNIBreaches and Law Enforcement Requestsfor CPNI

• Consist.nt with 47 C.P.R. § ~.2011, the company hOI adopted procedures for notifying law enforcem.nt of
CPNI breaches and providing d.ferred notification to customm.

• The Company maintainS' records of any and III potential CPNI breach.s.
I The Company validates 'lbe authenticity of III reques," from IIW enforcement, and ensures that ,uch requests arc

lawful, befofe releasing CPNI.

1'&"."&8=-1 • 'UlIe! I a iLl
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ECFS Comment Submission: CONFIRMATION

0,

Page 1 of 1

lottl.te,a SubmISSIon ISe.rch ECFS IReturn to BCFS Home Page

Your Confirmation Number is: '2009316971163 I

Date Received: Mar 162009
Docket: 06-36

~umber of Files Transmitted: 1

I DISCLOSURE I
This confrrmation verifies that ECFS has received and
accepted your filing. However, your filing will be rejected
by ECFSif it contains macros, passwords, redlining, read-
only formatting, a virus or automated links to source
documents that is not included with yonr filing.
Filers are encouraged to retrieve and view their f1Iing
within 24::hours of receipt of this confrrmation. For any
problems,contact the Help Dcsk at 202-418-0193•.. . .

The FCC Acknowledges Receipt of Comments From ... Received &Inspected
Reserve Long Distance

...and Thank You for Your Comments MAR 19 2009

FCC Mail Room

FCC Home Page Commissioners Finding Info

updated /2/lJ/03

http://fjallfoss.fcc.gov/cgi-binlwebsqllprodlecfslup1oad_v2.hts 3/16/2009
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~ ..
ReceilJed &Inspected

MAR 19 2009

FCC Mail Room

March 18, 2009

Reserve Long Distance
P. O. Drawer T
203 West Fourth Street
Reserve, LA 70084-5019

Marlene H. Dortch, Office of the Secretary
Federal Communications Conunission

. 445 121h Street, SW Suite TW-A325
Washington, DC 20554

RE: EB Docket No. 06-36

Via: ECFS

Deal' Secretary DOltch:

Beacon~
Telecommunications Advisors

8801 South y.!", AV~9IlLM, SUiltt 450
Tulsa, Okklharna 74137
TelephOne 918.496. 1444

IVlYlv.be6conbrlght,com

Pursuant to 47 C. F. ,R. § 64.2009(e); please find the accompanying annual CPN1
certification and statenlent for calendar year 2007 tor Reserve Long Distance [orm 499
filer In mIDlber 807055; FRN 0009873712.

This 2007 filing is mape at this time to cure l\Il inadvertent omission brought to our
attention in NAL dated February 24, 2009 by Enforcement Burean Chief, Kris Anne
Monteith. The NAL account number for Reservc Long distance is 2009321700710; the
EB file number is EB"'oS-TC-5219.

Should you have any questions regarding this filing, please direct them to the
undersigned.

Best Regards,

~.dk,
KeithGHe
Consultant

Cc:
Byron McCoy, Telecommunications Consumer Division, Enforcement Burea!1 via email:
byron.mecoy@fce.gov'

Best Copy Printing via: email: fcc@bcpiweb.col11

• ,.,••,."u:.:'la IE :cms
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Received &Inspected

Annual 47 C. F. R. § 64.2009(e) CPNI Certification

E B Docket 06-36

Annual 64.2009(e) CPNI Certification for 2007

Dlte Filed' 03/1812009

Name of company covered by this certification: Reserve Long Distance

Form 499 Filer !D: 807055

Name ofsignatory: Darcey Delatte

Title ofSignatory: Controller

MAR 19 2009

FCC Mail Room

I, Darcey Delltte, certify thlt 1am an officer ofthe company named Ibovc, and acting .. an agent ofthe
company, thlt 1have pcrsonJIl knowledge thlt the company h.. established operating proc:edures thlt arc Idcquste to
ensure compliance with the Comml..ion'. CPNI nil... Se.47 C. F. R. § 64.2001 ./ seq.

Attached to this certification is an accompanying statement explaining how the company's procedures
ensure that the company is iii'compliance with the'requirementa set forth in sections 64.2001 .'seq. ofthe
Commlssion's rules.

The company has not liken any actiollll (proceedings instituted or petitions filed by a company at either
stale commissions, the court system, or at the Commission against data brokers) Igainst data broken in the put
year.

The company blS not reeeived any customer complaints in the PlSt year concerning the unauthorized rele..e of
CPNI.

Sigtted...:.fXJAC!M.f C!.lJ &'1;:tt i

._'.'.":a"'••••'.':ELZ=:
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Reserve Long DIstAnce (The Company)
STATEMENT OF COMPLIANCE WITH CPNI
47 U.S.C. §222, And 47 C.F.R. § 64.2001· 64.2011

EB Docket No. 06-36

Received &Inspected

\'\~R '\ 91009

FCC Mail Room

.,aEl

The Company has established operating procedures that ensure complillDce with Federal Communication
Commission regulatioll5 regarding tho protection ofcustomer proprielaly n.twork information ("CPNf1. The
Company maintains a CPNI policy manual that covers in d.tail the mat.rial oummariz.d below.

CPNIUse

• Th. Company do.. not us. or disclos. CPNI without customer cons.n~ exc.pt as permitt.d by 47 U.S.C. § 222
or 47 C.F.R. § 64.2005.

• The Company may usc CPNI without customer consent (0 market conununiCll.tions-related 5crvices within those
categories ofservic.to which a customer already subscribes.

• Thc Company may use CPNI to mark.t other communicatioos-r.lated s.rvices only after providing each
custom.r with an opt-out notice via regular mail.

o Custom... may,"opt ou~' ofth. usc ofCPNI described in the opt-outnotic. at any tim. via toll fre.
number, email, regular mail. or business office visit

a Th. Company waits 33 days b.fore assuming that a customer hu consented to the us. ofCPNI
d.scribed in th.' opt-out notic., provid.d that the customer bas not already "opted out" ofsuch us,.

a The Company r.corda each custom.r's opt-out pr.ference in the Company's automated information
ayat.m, .uow~g th. custom.r's opt-out consent stltus to b. d.termined prior to us. ofCPNI.

a Th. opt-out notic. i. refreshed .vOty two years.
a Th. Company provides writt.n notice to the FCC, within five business days, ofany instance where

opt-out procedures do not work prop.rly and to such a d.gre. that the customer's inability to opt-out i.
more than en miomaly.

a Th. Company requir.s supervisory r.view to enrnre that any propos.d us.s of CPNI ere covered by
existing notic~.

• Th. Company does not usc or permit third porti.. to access CPNI for mark.ting purposes. AI; sucb, lb.
Company generaily do.s,not s••k opt-in cn....nt from its custom.l'I.

• During customer-initiated telephone calli or business office visits. and following succes.sfulluthenticatioD, a
custom.r mil' be asked to provide one tim. opt-in consent to allow the Company to us. CPNI for marketing
purpo... during that call"or vi,iL

I The Company requires sal•• personn.lto obtain supervisory approval ofall rcqucsts to usc CPNI for outbound
marketing, and maintains records ofcomplianc. for ai least on. yeer.

Authentication ofCustdmer Identity

• Th. Complllly uses the proc.dures sp.cifi.d in 47 C.F.R. § 64.2010 to authenticate a customer's identity before
, sharing any CPNI with thnt customer.

• For in.p.rson r.quests, the Company requires the custom.r to present a valid, governm.nt-issued photo !D.
• For telephon. requests, the Company requires the custom.r to provide a password tbat is not prompted by a

requ.st for readily avallabl. biogl'lpbica1 information, or account information. The company also usea • "hint"
question and answ.r as a,~ack.up means ofauthentication for .acb customer. which does not prompt the
customer for J'ClIdily av.nable biogmphical informatio~ or account information.

• Ifth. Company cannnt authenticate the customer. the Company will releas. CPNI only by sending it to lbe
customer's address ofr.Cbrd, provid.d that itbas been in .ff.ct font least 30 days.

Training andDisciplinarY Measures

• Th. Company has impl.mented internal procedures to educat. and train new employ••s about proper Ind
improper u•• ofCPNI and the disclosure ofCPNI..,



•

•

•

The Company bas designlted CPNI Compliance officer(s) lbat Il!C responsible for lbe acUve moniloring,
management and training ofall employees wilb access to CPNl- including but not limited to customer service
representatives.
Employees Ire inslructed to report each potential CPNI violltion or ~r..ch to supervisorl, and thc Company has
aprocess for documen~g and investigating each potential violation or brclch.
The Company has established disciplinary procedures for any employee thlt wrongfully accesses, uses, or
discloses CPNI, wbich cxplicitly state thlt employe.. cln bc lenninltcd for failure to follow the Company's
CPNI policics and comply with the Commission's CPNI rulcs.

RestrictedAccess to Records and Facllities

• The Company" automated information system, which contains the CPNI aftho Company's customers, is
password·protecled,

o Employees with lccess are required to lock their terminlls beforelelving their workstation unaUended.
o SupeJVisors are required to monitor employees for cnmpliance with aU system security measures.

• All physical facilities containing CPNI are .ecured, with =tricted physicallccess.

Management ofPotential CPNIBreaches and Law Enforcement Requestsfor CPNI

• Consistent with 47 C.F.R~ § 64.2011, the company h.. Idopted proccdorcs for noti/)'ing law enforcement of
, CPNI breaches and providing deferred notification to customers.

• The Company mlintains 'record. ofany and all potential CPNI breaches.
• The Cnmpany validltes the authenticity ofall requests from Ilw enforcemen~ and ensur.. that such req...t& arc

lawful, before releasing CPNI.

'L.",a"L&ZaZ'Z:Z5



Reserve Telephone Company and Reserve Long Distance

Received &Inspected

MAR \ 91~~~
FCC Mail Room



IlI'SElty\, TELEPHONE CO~lPANY \ND RESER\'E LONG llIST.\i\:Ch

CPNI COMPLIANCE MANAUAL

BEACON TELECOMMUNICATIONS ADVISORS
8801 SOUTII YALE· Suite 450'TlJlSA, OK 74137

Phone 918.496,1444 • Fax 918,496,7733
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RESERVE TELEPHONE COMPANY
RESERVE LONG D\STA.NCE

This manual has been created
with the intention of helping
each employee learn about rules
protecting Customer

Proprietary Network Infonnation from
unauthorized disclosure. As you use this
manual keep in mind that rules are not
that old, beginning in 1996, and are
evolving as evidenced by the recent
order in April of 2007. There are many
questions yet to be answered. Even so, it
is necessary to protect the privacy of
individuals and protect the Company
from possible enforcement action
resulting from unauthorized disclosure
ofCPNI.



RESERVE TELEPHONE COMPANY
RESERVE LONG DISTANCE
CPNI COMPLIANCE

THE BEGININGS OF CPNI RULES CAN BE
FOUND IN THE TELECOMMUNICATIONS ACT
OF 1996.

T he telecommunications act of 1996 was the beginning of CPNI rules
consisting of specific steps to protect customer infonnation from
unauthorized disclosure.

The rules have been updated in 1998, 2002 and most recently with the April 2007
order and notice of proposed rule making. The April 2007 order implements the
authentication requirements and further restricts use/disclosure of CPNI to third
parties.

1



RESERVE TELEPHONE COMPANY
RESERVE LONG DISTANCE
CPNI COMPLIANCE

FCC enacted saftguardsputforth qy EPIC

The order sets forth new requirements Carriers must follow and are covered in this ManuaL The
requirements will take effect December 8'" 2007 subject to OMB approval.

Public advocacygroupformed to promote saftguardsfor consumerprivacy.

EPIC petitioned the FCC to include safeguards to thwart pretexing by so called data brokers who
offer to obtain and pass call detail records for a fee. Pretexting is the fraudulent impersonation of
a customer in order to obtain private call detail information. Most of the safeguards proposed by
EPIC were implemented or are in the further notice for proposed rule malting portion of the
April 2007 FCC release. As discussed in detail later in this manual, Authentication through
passwords is required in order to share CPNI.

2



RESERVE TELEPHONE COMPANY

RESERVE LONG DISTANCE
CPNI COMPLIANCE

Giving emplqyees the knowledge needed to complY with CPNI rules.

New and existing employees must receive adequate instruction on system of control including;

Current rules about protecting customer call detail records

Authentication procedures

Requirement to notify customer of account changes

Opt in IOpt out

Record keeping (when and how CPNI was used)

Disciplinary action

Public Notice requirement

Law Enforcement notification in cases ofunauthorized disclosure

Each of these topics are covered in this manual and this manual should be retained and
maintained by each employee that has contact with CPNI. Each employee should sign the
enclosed employee training certification and provide the signed original to the compliance officer
and retain a copy in this manual for the employees' record of completion of training.

SpeCific rules are setforth in Subpart U of Part 64, of Title 47 of the Code
of Federal Regulations as amended.

FCC rules impose a general duty on Reserve Telephone Company to protect the confidentiality of
customerinfonnation. Reserve Telephone Company may use, disclose or permit access to

3



RESERVE TELEPHONE COMPANY

RESERVE LONG DiSTANCE

CPNI COMPLIANCE

customer information only in three circumstances: (1) as required by law; (2) with customer
approval; and (3) in providing service from which the customer information is derived.

Reserve Telephone Company must disclose customer information to any person the customer
designates if the customer makes a request in writing. Reserve Telephone Company may use
customer information without customer approval to market etihancements to services already in
use. For example, if the customer has basic local telephone, Reserve Telephone Company does
not need customer approval to use customer infonnation to try to sell voice mail, or caller ID
services. However, if the customer has asked Reserve Telephone Company to put their residential
telephone number on its company specific do-not-calllist, Reserve Telephone Company cannot
legally make these calls.

If Reserve Telephone Company wishes to use customer information for other marketing
including on behalf of affiliates, it must obtain customer approval to do so. Approval may be
requested orally, in writing, or electronically. The request must contain specific disclosures about
how customer information will be used. Reserve Telephone Company can use one of two
methods: (1) Opt In or (2) Opt out. These two methods are described below.

Process of validating a customer's identiry bifOre using or disclosing any
CPNI. The requirement to authenticate a customer's identiry has always been
required; but with release of the April2007order, stronger authentication is
required if the carrier discloses calldetail itiformation on inbound calls.

,!;;! Passwords must be used to share call detail records.

,!;;! New customers should be asked to establish a password at the time new service is
established.

,!;;! Existing customers should be contacted to establish a password

If a customer requests customer service in person, a valid US ID may be used to
authenticate the identity of the account holder in order to discuss account information.

a customer their password then a mutual hint may be shared with the customer to help
them remember their password. TIlls information should not be widely available biographical
infonnation or account infonnation.

Failing the preceding password authentication, other backup authentication may be used:

4



------- ----".-- -

RESERVE TELEPHONE COMPANY
RESERVE LONG DISTANCE
erNI COMPLIANCE

'jjf The carrier may call the phone nwnber of record (not a contact nwnber

if diffetent). The Customer setvice representative will have to iudge
whether the person answering the phone is the account holder. To avoid
identity questions resulting in this situation, customers should be
encouraged to add family members to the account (after identity has
been authenticated or upon establishing service).

@ The carrier may send call detail to the address of record

Account change notification

The customershould receiv~ notiCrJ qf cha11ges to th~ir aCCou11t whB11 a'!Y qf the
followi11g cha11ges have occurred

,y' Notice of account change should be sent at the time a password is
established or reset or updated.

,y', Notice of account change should be sent when mailing addtess of
record is changed.

opt In

Customer expresslYlives approval to use CPNI.

Under Opt In, a notice / request would ask the customer to e>q:>ressly permit the carrier to use
customer information for matketing. In other words the customer provides written approval
which needs to be retained by the carrier for one year.

Opt in approval status should be recorded in the Companies tracking system for future reference
for the purpose ofdeterlniningwhether the customer has given approval to uSe their CPNI..

The company's tracking system will be used to identify which customer has expressly approved
use oftheir inforrnationJormatketing purposes.

!

5



RESERVE TELEPHONE COMPANY
RESERVE LONG DiSTANCE
CPNI cOMPLIANCE

Note

Smce the take'rate (number of Customers willing to accept matketing mf~)j:ffi!\tio~)'is low when a
customer is specifically ask~d, for approval is very low, Reserve Telephone !=ompany does not,
typically !'se Opt in; mst"'ld, Reserve Telephone Corbpany uses Qpt ,out,:(described, below) in
order to have ~ much higher 'take rate; " .

Opt Out

Method usedtoget CIIstomer approval to use CPNI without the customer
having to take a'!Y action.

Under this process a notice is sent annually either conspicuously in a statement or as a separate
stuffer with explanation of the carriers' objective in seekmg customer approval and how the
customer may decline ~o have their info~tion used for marketing purposes. After a minimum
30 day waiting period,' any customer th~t has not declined is deemed to have given implied
consent to use their customer information.

Opt out approval statu's should be recorded in the Company's tracking system for reference in
~yaccess situation.

The company's tracking system will be used to identify which customer has given implied consent
to use their information: for marketing purposes

Notice

RBgulatory/I.egalrequ~redpublic disclosure.

Notice must be sent ev~ two y= to "'Ich customer notifying them of the opportunity to opt
out ofgiving approval for use and disclosure of their CPNI for marketing purposes

Reserve Telephone Company will develop an overall privacy policy and publish its privacy policy
on its website and will make available upon request in person, by mail or electronically.

6
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RESERVE TELEPHONE COMPANY
RESERVE LONG DiSTANCE
CPNI COMPLIANCE

Compliance File

Centra/locationfor dOCllmentation if CPNI Compliance

The compliance file should contain at a minimum Annual certification signed by the Compliance
officer and statement ofestablished compliance,procedures.

TIlls file should contain detail record of the u~e of CPNI, including primarily when, how, and
what ePNI information was used for marketing but for legal purposes as well.

The file should contap records of training including dates and attendance. Training records
~u1d consist of training presentation materials.

Signed employee training certifications

Disciplinary actions, circumstances, remedial steps taken

Any instance of breach of privacy where unauthorized disclosure of customer information
occurred which should include details ofreporting to Law Enforcement

The file should contain i' copy of the compliance manual and any updates.,

7
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RESERVE TELEPHONE cOMPANY
RESERVE LONG DISTANCE

C.NI COMPLIANCE

Annual 47 C. F. R. § 64.2009(e) CPNI Certification

E B Docket 06-36

Annual 64.2009(e) CPNI CcrtificatlOn for 'YI!l\R

Date Flied. DATE

Name ofcompany covered by trus ccrtifiotion: COMPANY N.A.ME

Porm "199 FLIer lD: 99999

Name ofsignatory: OFPICEn NAME

Tille ofSigrJalory. OJlFIOm. IllU!

I. OrFICIm NM~m.certify that I am an officer of the company named above. and acting as an agent of me company, that I
have pcrson:d knowledge that the company has established operatlng procedures that arc adequate to ensure compliance with the
Commission'lii CPNI rules.Stt 47 C F. R. J 64.2001 tI Stq.

Attached 10 this ccmfication is an accompanymg statement explaimng how the company. procedures ensure that the company
IS/IS NOT In compliance with the requirements set forth in section 64 2001 ct seq. of the Commission's rules.

The company HAS/J 1J\S NOT tab.en any actions (proccedmgs instituted or pel:J.tlons moo by a company at eilhcr state
commissions, the court system, or at the Commission against data brokers) against data brokers in the past year.

The company JlAS/lIAS NOT rccClved ANY/DLANK customer complaints In the past year conccrning the unauthori/.cd release of
CPNI.

Sign,d _
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RESERVE TELEPHONE COMPANY
RESERVE LONG DiSTANCE
CPNI COMPLIA.NCE

Employee CPNI Training Certification

I, the undersigned, hereby acknowledge receiving and reviewing Reserve Telephone
Company's CPNI Manual. I have completed the training coordinated by R~serve Telephone
Company's CPNI Compliance Officer. I further understand my responsibilities to protect
CPNI and the disciplinary procedures established by Reserve Telephone Company
concerning CPNI.

Name:. _

Position: _

Date CPNI Manual Recelved: _

Date ofCPNI Training: _

Signature

WITNESSED BY THE CPNI COMPLIANCE OFFICER

'iPrinr Name

"Signature

9
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RESERVE TELEPHONE COMPANY
RESERVE LONG ~ISTANCE
CPNI cOMPLIANCE

opt Out Notice

NOTICE REGARDING YOUR RIGHTS TO PRIVACY OF INFORMATION:

Under federal law. you have a right, and Reserve Telephone Company has a duty, to protect the confidcntiahty
of CPNI. Customer Proprietary Network Infannatian includes lnfonnation concerning your account,
including such things as the type and quantity of services you subscribe to. and calling infannation such as the
duration of calls. Your approval for our use of CPNI may cnhance our ability to offer products and services
ta.t.lored to your specific needs. With your peanission. we can use CPNI to offer you additional products and
,services that are governed by the Federal Communications Commission, such as those of our affiliates, which
WJ.11 best meet your needs or ma.y save you money. If you would like to give us permission to use your CPNI to
market additional products and service from ReseL"\Te Telephone Company. you don't need to do anything.

There arc some important things you should know when making your decision:

• We will not sell, trade, or share your ePNI with anyone outside of Rese.rvc, except as may be required
bylaw.

• !fyou decide not' to give us pennission. simply fill out the information below and return this page to
the business office.

• Your decision to pennit our usc ofCPNI or to restrict our use ofCPNI will remain in effect until you
change it, which you an do at any time, at no charge.

• Your decision only relates to our use of ePNI to market additional RCSClye products and services. It
will not restrict or eliminate other typcs of marketing contacts.

Please note that this doe~ not authorize us to release your information to any other third parties, only
affiliate companies ofRe~erveTelephone Company.

The protection of your privacy is of utmost importance to us. The crnployees and management of Reserve
Telephone Company thank you for your continued business.

Telephone #

Name

10
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RESERVE TELEPHONE COMPANY
RESERVE LONG DISTANCE
CPNI COMPLIANCE

CPNI Disciplinary Procedures

Disciplinary procedures
Reserve Telephone Company has established the following disciplinary procedures for CPNI
violations and breaches.

Violations

Violations include discussing products or services with a customer outside the existing service
relationship without the customer's pennission; engaging in marketing efforts without observing
optein and opteout requirements; and failing to observe customer(s) opteout request(s).

An initial violation requires the employee to rMead the CPNI manual. Additional violations may
result in counseling, retraining, reassignment, suspension, and tennination, based on the
seriousness and frequency of the violations(s).

Breaches

Breaches occur when an employee acts without authority to gain access to, use, share, or disclose
CPNI. EXa11lples include selling or distributing CPNI to third parties, or any action that harms the
customer or Reserve Telephone Company.

Breaches may result in counseling, retraining, reassignment, suspension, and tennination, based
on the seriousness and! or frequency of the breach (es).
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RESERVE TELEPHONE COMPANY
RESERVE LONG PISTANCE
CPNI COMPLIANCE

Account change notification, 5

April 2007 Order, 2

Authentication, 2, 3,4

BACKUP AIJllIemCAllON, 5

Compliance File, 7
Current Rules, 4
DIsclpli""'Y__ 11

EPIC, 2
Notice, 3, 5, 7, 10
Opt In, 4, 6

Opt Out, 6, 10
Training, 3, 9
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12/e6/2ee6 11:45 9855364815 RTC PAGE e2/e3

, Certification of CPNI Filing
December 31, 2006

EB-QG.TC.OGO

I, Scott Small, hereby certify this 31st day of December, 200e that I am an officer of
Resewe,bong..Ql!ltJinoe.c:ompany and thill I have personal knowledge thai Reserve Long
Distance Company. has established operating procedures that are to ensure compliance
with the Customer Proprr~talY Network Information rules set forth in 47 C,F.R.§§ 84.2001
2009.

ScotlSmall
Office~s Name

Dale

"
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Certification of CPNI Filing
December 31, 2006

EB..oS·TC·060

PAGE 03/03

I, Scott Small, hereby oertlty this 31st day of Deoember, 2006 that Iam an offioer of
• ·R~se~'l!j:~epHon9'"eOmpall9'and that I have personal knowledge that Reserve Telephone

Company, and its Affiliates have established operating procedures that are to ensure
oompllance with the Customer:Proprletary Networklnformetion rules set forth in.J7
C,F.R.§§'64.2001-2009. "

Scotlpmall
Office~s Name

Signe\llre .

/z/l,/O£
Date

_i'."'.'. &, .al_lib.irL. ; Eiii;in, I Ii if il




